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3. The AMF forwards the message to the selected AMF.

In the current specification, AMF discovery and selection based on TAI via NRF or SCP is already supported. However, it only describes UE-specific ca ase. Therefore, this CR proposes to clarify non-UE specific case as well. 
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[bookmark: _Toc532891782]*** 1st change ***
[bookmark: _Toc20204396]5.2.2	AMF Services
[bookmark: _Toc20204397]5.2.2.1	General
The following table shows the AMF Services and AMF Service Operations.
Table 5.2.2.1-1: List of AMF Services
	Service Name
	Service Operations
	Operation
Semantic
	Known Consumer(s)

	Namf_Communication
	UEContextTransfer
	Request/ Response
	Peer AMF

	
	CreateUEContext
	Request/ Response
	Peer AMF

	
	ReleaseUEContext
	Request/ Response
	Peer AMF

	
	RegistrationCompleteNotify
	Subscribe / Notify
	Peer AMF

	
	N1MessageNotify
	Subscribe / Notify
	SMF, SMSF, PCF, LMF, Peer AMF

	
	N1MessageSubscribe
	
	SMF, SMSF, PCF

	
	N1MessageUnSubscribe
	
	SMF, SMSF, PCF

	
	N1N2MessageTransfer
	Request/ Response
	SMF, SMSF, PCF, LMF, AMF

	
	N1N2TransferFailureNotification
	Subscribe / Notify
	SMF, SMSF, PCF, LMF

	
	N2InfoSubscribe
	Subscribe / Notify
	NOTE 1

	
	N2InfoUnSubscribe
	
	NOTE 1

	
	N2InfoNotify
	
	AMF, LMF

	
	EBIAssignment
	Request/Response
	SMF

	
	AMFStatusChangeSubscribe
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	
	AMFStatusChangeUnSubscribe
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	
	AMFStatusChangeNotify
	Subscribe / Notify
	SMF, PCF, NEF, SMSF, UDM

	Namf_EventExposure
	Subscribe
	Subscribe / Notify
	NEF, SMF, UDM

	
	Unsubscribe
	Subscribe / Notify
	NEF, SMF, UDM

	
	Notify
	Subscribe / Notify
	NEF, SMF, UDM

	Namf_MT
	EnableUEReachability
	Request/Response
	SMSF

	
	ProvideDomainSelectionInfo
	Request/Response
	UDM

	Namf_Location
	ProvidePositioningInfo
	Request/Response
	GMLC

	
	EventNotify
	Subscribe / Notify
	GMLC

	
	ProvideLocationInfo
	Request/Response
	UDM

	
	CancelLocation
	Request/Response
	GMLC

	NOTE 1:	In this Release of the specification no known consumer is identified to use this service operation.



[bookmark: _Toc20204398]5.2.2.2	Namf_Communication service
[bookmark: _Toc20204399]5.2.2.2.1	General
Service description: This service enables an NF to communicate with the UE through N1 NAS messages or with the AN (both UE and non UE specific). The service operations defined below allow the NF to communicate with the UE and the AN. The following are the key functionalities of this NF service.
-	Provide service operations for transporting N1 messages to the UE;
-	Allow NFs to subscribe and unsubscribe for notifications of specific N1 messages from the UE;
-	Allow NFs to subscribe and unsubscribe for notifications about specific information from AN;
-	Provide service operations for initiating N2 messages towards the AN;
-	Security Context Management; and
-	UE information management and transfer (including its security context);
*** 2nd change ***
[bookmark: _Toc20204405]5.2.2.2.7	Namf_Communication_N1N2MessageTransfer service operation
Service operation name: Namf_Communication_N1N2MessageTransfer.
Description: CN NF request to transfer downlink N1 and/or N2 message to the UE and/or AN through the AMF.
Input, Required: CN NF ID, Message type (N1 or N2 or both), Message Container (s) where at least one of the message containers (N1 or N2) is required.
Input, Optional: last message indication, Session ID, Paging Policy Indicator, ARP, Area of validity for the N2 SM information, 5QI, N1N2TransferFailure Notification Target Address, type of N2 SM information, type of N2 NRPPa information, Extended Buffering Support, Small Data Rate Control Status, type of NGAP message, target NG-RAN Node ID.
Namf_Communication_N1N2MessageTransfer supports the transfer of only one N2 message. N2 SM information and N2 NRPPa information are mutually exclusive.
Output, Required: Result indication.
Output, Optional: Redirection information, Estimated Maximum wait time.
If the UE is in CM-IDLE state, the AMF initiates the network triggered service request procedure as specified in clause 4.2.3.3 and responds to the consumer NF with a result indication, "attempting to reach UE". Otherwise, the AMF responds to the consumer NF, with a Namf_Communication_N1N2MessageTransfer response, providing a result indication of whether the AMF was able to successfully transfer the N1 and/or the N2 message towards the UE and/or the AN. A result indication of "N1/N2 transfer success" does not mean that N1 message is successfully received by the UE. It only means that the AMF is able to successfully send the N1 or N2 message towards the AN.
The "Area of validity for the N2 SM information", if included is used by the AMF to determine whether the N2 SM information provided by the consumer NF can be used towards the AN based on the current location of the UE. If the location of the UE is outside the "Area of validity for the N2 SM information" indicated, the AMF shall not send the N2 SM information to the AN.
In case the consumer NF knows that a specific downlink N1 message is the last message to be transferred in this transaction, the consumer NF shall include the last message indication in the Namf_Communication_N1N2MessageTransfer service operation so that the AMF knows that the no more downlink N1 message need to be transferred for this transaction.
The CN NF is implicitly subscribed to be notified of N1N2TransferFailure by providing the N1N2TransferFailure Notification Target Address. When AMF detects that the UE failes to response to paging or the AMF determines the UE is temporarily unreachable e.g. due to extended idle mode DRX or MICO mode, the AMF invokes the Namf_Communication_N1N2TransferFailureNotification to provide the failure notification to the location addressed by N1N2TransferFailure Notification Target Address.
The "Extended Buffering applies" indication, if included, is used by the AMF to include "Estimated Maximum Wait time" in Namf_Communication_N1N2 TransferFailureNotification if invoked due to the UE being unreachable.
If the result of the service operation fails, the AMF shall set the corresponding cause value in the result indication which can be used by the NF consumer for further action. In case the related UE is not served by AMF and the AMF knows which AMF is serving the UE, the AMF provides redirection information which can be used by the consumer NF to resend UE related message to the AMF that serves the UE.
If the consumer NF is a SMF and the request includes N2 SM information, the SMF indicates the type of N2 SM information. If the consumer NF is a LMF and the request includes N2 NRPPa information, the LMF indicates the type of N2 NRPPa information.
NOTE:	The actual N2 SM information or N2 NRPPa information is not interpreted by the AMF.
The Small Data Rate Control Status is included if a PDU Session is being released and the UPF or NEF provided Small Data Rate Control Status when the PDU Session was released for the AMF to store.
If the consumer NF is an AMF and the request includes non-UE specific NGAP message destined for a target RAN node, the AMF indicates the type of NGAP message and target RAN Node. In this case, the service is used to transfer non-UE specific messages, e.g. Remote Interference Management messages.
*** End of the changes ***
